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Abstract

Safety critical systems such as reactor protection systems in nuclear power plants
require strict and thorough software verification. In KNICS project, verification of
safety critical software is being performed by using review, inspection, and formal
verification, which are all prevailing verification techniques. The depth of verification
goes deeper as it moves from review to inspection, to formal verification. This article
introduces the checklists that are needed for inspection. The checklists developed in
this work are focused on completeness, consistency, and correctness that are main
viewpoints of software verification generally.
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Completeness

1. Are all sources of input identified?
2.  What is the total input space?
3. Are there any “don’t care” sets in the input space?
4. s there a need for robustness across the entire input space?
5. Are there any timing constraints on the inputs?
Ambiguity
1. Are all special terms clearly defined?
2. Does each sentence have a single interpretation in the problem domain?
3. Is the input-to-output mapping clearly defined for each type of run?

Consistency
Do any of the designated requirements conflict with the descriptive material?

Are there any input states that are mapped to more than one output state?

Is a consistent set of quantitative units used? Are all numeric quantities consistent?
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